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Chapter 1: Live View

Chapter 1: Important Notices
Regulatory Notice

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1)
This device may not cause harmful interference, and (2) This device must accept any interference received,
including interference that may cause undesired operation.

FCC Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant
to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful
interference in a residential installation.

This equipment generates, uses and can radiate radio frequency energy and, if not installed and used in
accordance with the instructions, may cause harmful interference to radio communications. However, there is
no guarantee that interference will not occur in a particular installation. If this equipment does cause harmful
interference to radio or television reception, which can be determined by turning the equipment off and on,
the user is encouraged to try to correct the interference by one of the following measures:

+ Reorient or relocate the receiving antenna.

+ Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
+ Consult the dealer or an experienced radio/TV technician for help.

To assure continued compliance, any changes or modifications not expressly approved by the party
responsible for compliance could void the user's authority to operate this equipment.

Operation Safety

Before starting using the network video recorder, please read and follow the steps below to protect it.

+ Please only use the power adaptor that is supplied with the product.

«+ Please avoid walking on the power cord or placing heavy objects on it.

+ Please do not block or cover the ventilation openings while the unit is in operation

+ Place the product on an even surface at all times to avoid damage caused by falling off.

- Do not place this unit around products that produce heat, such as television or microwave oven; keep the
product away from direct sunshine.

« Unplug the power cord before cleaning the product.

+ Do not shake, move or disturb the product camera when it is in operation, as such actions may result in the
malfunction of the device.

+ Power off the unit as soon as it is found smoking or smelt unusual.

+ Please do not disassemble or remodel the product; it may cause damage or fire.

Regulatory Notice | 1-1



Compro RS-2104 - User Manual

About this Manual

This manual is only intended for the users of Compro RS-2104 network video recorder, and is applicable to
firmware release 3.0. Compro RS-2104 supports ONVIF v1.0. For more information about ONVIF, visit www.
onvif.org.

Conventions in this Manual

While you are using this manual, pay attention to some symbols and notations that are used to draw
attention to special situations such as:

Caution!
Information provided here is critical to prevent damage to the product or
injury to the user.

Important:
Here it provides instructions that a user must follow in order to complete
a task.

Note:
Additional information or tips to help the user operate the product.

1-2 | About this Manual
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Chapter 2: Product Overview
Package Contents

Please check the package contents on your hand. If anything is missing, please don't hesitate to contact your
local distributor.
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Figure 2-1. Package contents
o Network video recorder (hard drive not included)
o RJ-45 LAN cable
© Power adapter (DC 12V)
o Installation CD
@ Cauickinstallation guide
0 Screw for HDD holder x 4; screw for casing (M3x15) x 2

Package Contents | 2-1
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RS-2104 Feature List

« Embedded Linux operating system for superior reliability

+ Record video from up to 4 megapixel IP cameras simultaneously

- Support for SATA 3.0Gbs 3.5"HDD

« Support for ONVIF and generic RTSP camera

+ USB port for video backup

« Remotely view and record video, and search and play back recordings
« SMS & Email alert notification

+ Full PTZ control

« Web based CMS function for multiple server monitoring, event search and playback (requires firmware
version 3.0 or higher)

« Intelligent iWizard for easy and effortless setup

« Energy-efficient design

2-2 | RS-2104 Feature List
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Hardware Overview
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Figure 2-2. Hardware overview

o Power LED - After you power on the NVR, the NVR will start booting procedure while the power LED
keeps flashing in red. Then, the power LED turns green to indicate normal status.

e Status LED - The status LED is constantly lit in green when the NVR is in normal operation. A flashing
green light indicates data transfer on USB port. See "LED Status Indicator" for details.

o LAN LED - The status LED is constantly lit in green when the system is connected to the LAN.
o HDD LED - A flashing green light indicates the HDD is being accessed.

© USsB port - Allows the NVR to connect with external storage devices.

e LAN port - Use a RJ-45 cable to connect the LAN port to your network router/hub.

@ Reset button - Press the "Reset" pinhole button or hold it down until the NVR resets itself. This will only
clear user configurable settings.

0 Power button - Push the button to power on. To power off, press and hold the button for roughly 3 sec-
onds before releasing it.

e Power adapter port - Connect to NVR's power adapter. Use only the power adapter that is supplied with
the unit.

Hardware Overview | 2-3
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LED Status Indicator

Listed below is the behavior of the LED indicators located at the front panel.

LED Color

State and Indication

Power Green/Red

Unlit - No power.

- Constant Green - System is powered on.

Flashing Green - System is booting up.

Status Green/Red

« Constant Green - System is ready for use.

Flashing Green - Copying data via USB port; when a USB
device is succfully mounted, the status LED flashes in green
in a period of 3 seconds.

Flashing Red - Firmware upgrade is in progress.

Blink for 5 times — Admin password has been reset back to
default.

LAN Green/Red

Unlit - System is not connected to the LAN.

« Constant Green - System is connected to the LAN.

- Constant Red - LAN connection error; unable to obtain IP

address.

Flashing Green - Setup is in progress.

HDD Green/Red

Unlit - No HDD.

- Constant Green - HDD has been mounted.

- Constant Red - Failed to mount HDD.

2-4 | LED Status Indicator
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Chapter 3: Hardware Installation & Network Setup
Installing New Hard Drive

Follow the steps below to install a new hard drive.

1. Power off the unit first by pressing and holding the power button for about 3 seconds, and disconnect
the power adapter. Then remove the 2 screws that hold the hard disk holder to the casing.

Figure 3-1. Remove the hard disk holder 1

2. Gently pull out the hard disk holder.

Figure 3-2. Remove the hard disk holder 2

3. Align the mounting holes on the hard drive with the corresponding holes on the hard disk holder, and
connect the hard drive connector to the SATA connector on the circuit board.

|

Figure 3-3. Mount the hard drive
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4. Secure the hard drive using 2 screws on each side of the hard disk holder.

Figure 3-4. Secure the hard drive

5. Gently slide the hard disk holder back into the casing.

Figure 3-5. Re-install the HDD holder 1

6. Finally, secure the hard disk holder to the casing with screws. While you are at it, make sure you use 2
M3x15 screws supplied with the product on the bottom of the casing.

Figure 3-6. Re-install the HDD holder 2

Caution!
+ Itis recommended to install a new hard disk drive on your NVR.
- Compro does not guarantee full compatibility across all hard drives.

Please select a compatible hard drive model from www.comprousa.
com.

3-2 | Installing New Hard Drive
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Connecting the Cables
Connecting the Ethernet and Power Cable

v/ v]w]w,
e

Figure 3-7. Connecting the cables

@ LAN cable from PC to hub/router: If your LAN cable from PC has been connected to the Cable/ADSL mo-
dem, please re-connect it to the LAN port of your hub/router.

€ LAN cable from NVR (Network Video Recorder) to hub/router: Use the bundled RJ-45 LAN cable to con-
nect the LAN port of the NVR to the LAN port of your hub/router.

0 Power: Attach the power adapter to the NVR's power connector located at its rear panel. Then connect
the power plug to a power outlet, and power on the NVR.

Connecting the Cables | 3-3
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Connecting to the Network

Connect your NVR and network cameras to a hub using an RJ-45 Ethernet cable. Then connect the hub to a
router to allow operation over the Internet. (The Ethernet hub in below figure is optional.)

Home / Office / Shop

) | IPC
aTmera < ‘ "-
l : ——

Hub/Switch Cable/XDSL Internet Remote
@ Modem or Router Monitoring PC
o— -
IP Camera
J
Figure 3-8. Network setup
Important:

When your NVR sits behind a router or firewall, you need to enable
the port forwarding (also known as port mapping or virtual server)
function on your router to enables access to the NVR from the Internet
(by allowing inbound traffic on ports the NVR is using), so the remote
viewing PC can access NVR.
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Network Configuration Scenarios

Scenario A

Scenario A represents a network configuration in which the NVR, IP cameras, and the viewing PC are all lo-
cated on the same LAN network, and are all connected to the same Ethernet switch. Each of them is assigned
with an IP address within the LAN network, and each of them is configured with the same subnet mask/gate-
way and uses the default HTTP/RTSP port.

Home / Office / Shops \

e —0
RS-2104 NVR Net k C A
LAN Network ROk - amera
- \g
Network Switch / Hub Network Camera B
(o=

| . @

Viewing PC Network Camera C

Figure 3-9. Scenario A

In this scenario, the NVR, viewing client, and network cameras may have IP addresses as follows:

Device Assigned IP address
Viewing PC 192.168.1.100
NVR 192.168.1.101
Network Camera A 192.168.1.102
Network Camera B 192.168.1.103
Network Camera C 192.168.1.104

Table 3-1. IP addresses in scenario A

Open your web browser and enter "192.168.1.101" into the address bar to log in to your NVR and then add
camera connections on the NVR.

Network Configuration Scenarios | 3-5
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Scenario B

Scenario B exemplifies a network configuration in which the NVR and the 2 network cameras are located be-
hind a router, which connects the LAN network to the Internet. The user on the remote viewing PC accesses
the NVR over the Internet.

Home / Office / Shops
e
RS-2104 NVR y
Remote Viewing
Home PC
LAN Internet
— o e ) o |
Network Camera A Router or Internet
Cable/XDSL Modem
|
- Y \/
Remote Viewing
Office PC
Network Camera B

J

Figure 3-10. Scenario B

To allow the NVR to be accessed remotely over the Internet, you have to set up the port forwarding (also
known as port mapping or virtual server on certain brands of routers) on your router. To do so, log in to your
router's web interface first, and then, one after one, map the router's public ports to the NVR's LAN IP address
and the ports the NVR will be using on the LAN network (private ports). The default ports used by the NVR are

as follows:
Service Port Number
HTTP 80 (user configurable)
Live Streaming 554 (based on network camera's port

forwarding setting; please set up port
forwarding for your network cameras; there
is no need to set up port forwarding for
your NVR in order to view live camera video)

Remote Playback 554 (user configurable)
FTP 21 (user configurable)
SMB 445,139, 138,137

Table 3-2. Port numbers involved in scenario B
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In this scenario, the NVR and the 2 network cameras may have their IP addresses and mapped ports on the
router as follows (assuming the router has a fixed Internet IP address):

Device IP address Mapped Port on the Router

Router 61.220.20.16
(WAN/ public IP)

RS-2104 192.168.1.101 2080

Network Camera A 192.168.1.102 8001 (for camera's HTTP port)
Network Camera A 192.168.1.102 9001 (for camera's RTSP port)
Network Camera B 192.168.1.103 8002 (for camera's HTTP port)
Network Camera B 192.168.1.103 9002 (for camera's RTSP port)

Table 3-3. Port mapping in scenario B

Set up the port forwarding/mapping/virtual server on your router as follows. (Assuming you would like to
access your IP camera remotely over the Internet, the following table includes setting up port forwarding for
your IP cameras.)

Service From (WAN IP) Forward to (LAN IP)
RS-2104 (HTTP port) 61.220.20.16:2080 192.168.1.101:80
RS-2104 (Live Streaming) Based on network camera's Based on network camera's

port forwarding setting port forwarding setting

RS-2104 (Remote playback 61.220.20.16:554 192.168.1.101:554
port)
RS-2104 (FTP port) 61.220.20.16:21 192.168.1.101:21
RS-2104 (SMB port) 61.220.20.16:445 192.168.1.101:445
Network Camera A (HTTP port)  61.220.20.16:8001 192.168.1.102:80
Network Camera A (RTSP port)  61.220.20.16:9001 192.168.1.102:554
Network Camera B (HTTP port)  61.220.20.16:8002 192.168.1.103:81
Network Camera B (RTSP port)  61.220.20.16:9002 192.168.1.103:555

Table 3-4. IP addresses in scenario B

Network Configuration Scenarios | 3-7
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Note:
«+ Your router may require a reboot after port forwarding is set.

+ Should you have more than one IP cameras in your LAN, configure
each additional IP camera with HTTP port number and RTSP port
number increased by 1, e.g. the second IP camera will use HTTP port
81 and RTSP port 555.

Now on a remote viewing PC with Internet connection, you can enter the WAN (public) IP address of your NVR,
followed by a colon and the NVR's public port number (here, for example, enter "http://61.220.20.16:2080"),
into the address bar of your web browser to log in to the NVR. Then go to the camera setup page and add
cameras by entering their WAN IP addresses. (Note you can still log in to your NVR locally through a machine
on the LAN network and add cameras using their LAN IP addresses).

On the other hand, if your router uses a floating IP address, instead of a fixed IP address, you may need to en-
able the Dynamic DNS (DDNS) feature on the router (that is, if the feature is supported). So you can tie your
router's up-to-date WAN IP address to a hostname with which you can access your NVR over the Internet.
Consult the manufacturer of your router or refer to your router's user manual in case you need instructions.
(You can also opt for using Compro's free iDDNS service on your NVR.)

3-8 | Network Configuration Scenarios
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Chapter 4: Getting Started
Initial Software Setup

You may now proceed to perform the initial software setup using the Compro iWizard setup utility. To set
up your device, insert the installation CD supplied with the NVR into your CD-ROM drive, and the iWizard in-
staller will start automatically and guide you during the setup process. Afterwards, select your language and
choose [Device Setup], and click on the type of Compro surveillance product you wish to install. Then select
your model from the list, and hit [OK] and follow the steps below.

Note:

If Autorun has been disabled in your computer, please browse the
contents of the installation CD and double-click the "iWizard.exe" file
to run the setup wizard.

1. Connect the device according to the
instruction. And click [Next].

Hardware Setu

Pl 3 0l 1 ot B s, gowor, e

Pricd o configaring your VR (Network ¥idoo Rocormer). you
e 10

1 Insieh o niew hand e Remoue
on o Burck panel Then gl o
Pawrd sk Paicer and tastom your
Fekter

ot U
e hard dux

2 Connect e LAN cable: Use a RI-£5 LAN cabie 1 connect io
e LAN port of yous hasirousar Il 855 Comacts 10 your I
3. Comnec power. Afach e power adecker to B VR Then
o T ciher a0 of e (e ALGES 16 A fomar CHiel el
olo At 0 the VR
g =]
L] e o

Figure 4-1. Hardware setup

2. Check if the device is properly connected via
the front LED indicators.

Hardware Setu

? ? G B four LED shrtus indbcstons om e front pase!

1. Wowa 320013 inticascr Afier yiu powe o1 e NVIZ, e HVH wil sant boosng

PDEpue wh o LED kioges ashing in 1. Thean, o powor LED berms
e roen ko indicate ol stafs

2 Sysiem sntas incstor The sishes LED i Consinaty M in Green wean Bie MU
s o cpombon. A Sersturg groan boht rdecalos dats ranshor on LSS por

3 LAN stefus Ichcator A shing green kKt indiemies LAN access

""" 4, HOD shabuss avdicaien. A S rimwe bl oo sl S HOD 5 bviemy
accessed

[ tarwen— TR I

Figure 4-2. Check LED status

3. The wizard searches for all the available T

Pleaso sl Ba

Compiro IP surveillance products on your LAN
network. Select the device you are setting
up from the list, and then the live video and
device information will be showed on the

102 168.0. 188 1P Address. 1H2.160 0237

right. You may also double-click on any item oy oo i -
on the "Connected Device(s)" list to view its Rt o g |t
live video on your web browser. (Meanwhile, e
the Windows Security Alert dialog may

. ; [ varwors ) [ Provous— JER e
appear. Please click [Unblock] to unblock it
from your Windows firewall when it pops up.) Figure 4-3. Scan for your device
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4. Compro recommends you enter a new en3
e

Password Setting

password to protect your device. You can
also click [Next] to skip this step. (The default Yo s g b s K et e s
password is “admin”)

Detaut Passecrd
[T -1
Comfirm Prsswond

Mote: Floase use e siendard A - £ and 0 - 9 characiers for T passwned

[ tarwen— TR I

Figure 4-4. Set your password

5. Please enter your device name and set the en3
e

Device Configuration

system date and time.

Floasy chooss o memoretle name Bl wil el you swdy dontify the dedce.

D Masrsr COMERD NVF - RS2104

3 Use HIP (Thes will automatic ally 7 Your Sevice wih e metwork bre)

54 date and e masualy

[ tarwen— TR I

Figure 4-5. Set the date/time

6. Choose to obtain IP address automatically g .
(DHCP) or manually configure IP address. o e
Then configure your connection port and hit
[Next]. Then choose whether to allow iWizard
to automatically configure your firewall, and

N

1P Address. WP

set connection port. Stk Hetmort

mse 4

[ tarwen— TR I

7. If you want to use iDDNS service, please click
[Yes] and input your desired address name.
Then press [Check Availability] to check if the
entered address has been used. (Refer to the
user manual for the detailed information on
Compro iDDNS.) When successful, you can hit
[Create Shortcut] button to create a shortcut
on your desktop for convenient access later Ty w50 DN o o 1 Tt o IS v, o Gonlgut v o e

IF aidwss ko 8 web browser

Wien 1

Profectod Wb Address. IDDNE trg

on.
[ tarwen— TR I

Figure 4-7. iDDNS setup
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Note:

The iDDNS is a free DDNS (Dynamic Domain Name Service) service
offered by Compro. If you are using floating IP, you can apply for DDNS
service to create a hostname that links to your home or office IP address,
which provides easy-to-remember URL for quick access to your device.
After successfully creating the iDDNS address name, you can then enter
"http:/ / (the address name you input).iddns.org in the location field of
your browser to access your device.

If your LAN network and router have a firewall to prevent hacker attacks,
you need to configure the HTTP port for connection from external
network on your router. If you set the HTTP port as “2001” for your device,
you need to attach the port number to your device's address, i.e. http:/ /
xxx (entered by you).iddns.org:2001.

8. Enter the volume name. In a later step,
the iWizard will create a new disk volume
and all data on the disk will be lost. When
ready, click [Next], and then a confirmation
dialog box appears (the volume will be
formatted later). Click [Yes] to proceed to
the next step.

Bpo e

[ tarwen— TR I

Figure 4-8. Storage setup

9. iWizard automatcially searches for
available network cameras on your LAN
netowrk and sets up camera connections

Channel  Camera name Manutachrer 1 Address
a1 7

1 Compm iseeoee (-]
for the NVR system. You can manually set 9 B comors memm COC
4 COMPRD HC150_V? - 00EFRITO000 Compm 15 E80 1 (-

up a camera channel by clicking the plus
sign icon to launch camera setup wizard.
Click the minus sign icon to remove a
camera connection from the list. You can
also configure your camera channels later

[ akbans— ] [ Frovon ] —l—
via the web interface. When ready, click S— ' = -
[Next] to proceed. Figure 4-9. Set up your cameras

10.Here it displays the old and new settings. BD6  Revew Changes
When ready, click [Next] to continue.
Click [Previous] if you wish to change the e ey

[E— Durace Hame:

settings you've made so far.

1P Ao # dduss
HTTE Bt HTTF Fort

RTSF Part RTSP Port
Comnachsn Typs e e Type
o s

Firmwne: Firmunry

[ DN

[ tarwien— TR I

Figure 4-10. Review your settings
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0 dnico

11 .';he.iWizard wiI.I load the settings into y.our St e_p., Saving Changes
evice and quick-format your hard drive.
(The disk formatting process may take a
while). Please wait patiently and DO NOT
interrupt the process. -

Tho imstnlofion Wizad is pogomiTing o Sovieo Wil B 50Teg3 which youve et onterd

nilizkre Sysiom
Formal MDD

St o Device

$F¥FF¥

St U Nohwork

Figure 4-11. Applying your settings

12.The iWizard runs system diagnosis based
on your network settings and will alert
you for inappropriate settings. (You need
to set up port forwarding on your router
to enable remote monitoring; refer to the
user manual for more information.)

13.You can click the link on the screen to
monitor and manage the NVR now using
your web browser. If you want to set up

another device from scratch, click [Yes]. e o VT Pt a0 i St B Ay
Otherwise, click [No] to exit the setup MARI152.168.0 237:00

Do you wesh 10 56t up ancther dewce™

wizard.

Figure 4-13. Multi-device setup
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Log in to NVR on PC

Having completed the basic setup, you can now log in to your NVR using the Compro NVR WebVUer on the
Internet Explorer available on Windows operating system. Compro NVR WebVUer allows you to view live
video, play back recordings or configure the NVR. To do so, first you need to find out the current IP address of
your NVR, provided the NVR and your PC is now successfully connected to your LAN network or the Internet.

There are a few ways to find out the IP address: 1) By using the iWizard tool to scan for the NVR on your net-
work; the IP address will then be revealed in the search result; this is the easiest and most preferred method.
2) By logging into your router's administration interface and check the devices being connected, their MAC ID
and the corresponding IP address they've been assigned with (the NVR's MAC ID can be found on the product
label). You may need to consult your router's user manual. 3) By running the iWizard utility from scratch and
manually assign a new IP address to the NVR.

After you have determined the NVR's IP address, you may now:
1. Open the Internet Explorer on your Windows system.

2. Enter the NVR's IP address in the address bar. (E.g. 192.168.0.100)

3. An "Enter Network Password" window that requests the user name and password will appear; enter your
user name and password (both are "admin" by default) and hit [OK].

Note:

In case you forget your user name and password, you can use the
reset button on the NVR to reset the user name and password (see
Troubleshooting chapter).

4. After valid user name and password are entered, Internet Explorer will prompt the installation of NVR
software from "Compro Technology, Inc!

5. Click on the warning message and choose to install the ActiveX Control.

Install Activex Contral...
What's the Risk?

Information Bar Help

Figure 4-14. Installing Compro ActiveX

6. And then the reconfirmation dialog will appear on the screen. Please press [Install] twice to install NVR
software.

Internet Explorer - Security Warning

Do you want to install this software?
Mame: MNYR_ActiveX.cab
Publisher: Compro Technalogy, Inc.
(=] more gptions Install | Don't Install

Whils Files From the Internet can be ussFul, this file type can patentially harm
yaur computer. Only install software from publishers you trust. What's the risk?

Figure 4-15. Security Warning

7. Meanwhile, the Windows Security Alert dialog box may pop up. When you see it, please click [Unblock]
to unblock it from firewall.

8. Afterwards, Internet Explorer may pop up a Security Warning dialog box asking "Do you want to run this
ActiveX control." Please hit [Run] twice to run both the "Compro NVR LiveView ActiveX" and "Compro
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NVR Playback ActiveX."

9. Now you have successfully logged in and can start monitoring and managing your NVR on the Internet

Explorer.

COMPRO Live View Playbiack Setup
R Full Screen

View Type

g@_ Brightness  * " Microgone ) Speakee

y & 4
<@
Ay 4

Toom Control

= —— +

Spied Control
- 3 ks
Foous Contral

- Auto +
Preset Pont
Patral Tracking

o

Snapshol Tk

2 b

Figure 4-16. Live view

Important:

Compro NVR and Compro ActiveX components only support 32-bit
Internet Explorer. Hence, if the viewing computer system is running 64-
bit version of Windows, the 32-bit version of Internet Explorer must still
be used to access the NVR.

Note:
If your NVR sits behind a firewall, you will need to enable port 80 and

554 (default ports used by NVR) in your firewall and link them to the
internal IP address of the NVR. Should you have more than one NVR on
your network, please increase the value of the above ports by 1, e.g. the
second camera will have port 81 and 555. Refer to the user manual of
your router or firewall for instructions on port setting.
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Adding Camera Connections for Recording
Adding Cameras with iStart

You can quickly add camera connections by using iStart. The iStart feature can scan the LAN network where
your NVR is located, and display a list of cameras that can be connected with default user name and password
and have not been added to the camera list. Follow the steps below to set up camera connection necessary
for video recording.

1. Logintoyour NVR.
2. Hit the [Setup] button in the upper-right corner on the live view screen to enter the main setup screen.

3. Go to [Surveillance Setup] > [Camera Setup] and hit the [iStart] button. The NVR will then show a list of
available cameras. Select the cameras you want to add and hit OK. The iStart feature will automatically
add all the selected cameras for you.

Note:

When you are adding a camera with iStart, the NVR will use the camera's
current video stream settings for the default video settings of the new
camera connection.

You can also individually add each camera using the [Add Camera] button, and press the [Detect] but-
ton. Up comes a "Detect Camera" window that shows all the found cameras on your network. Select one
from the list and enter the correct user name and password, and press OK. Then provide the required
network and device information, and press OK. Note you may change the video settings of the camera
you are adding later by using the [Edit Camera] button.

istart
- Name IP Address Model
[  comPRO IPST0 - SBU 192.168.0.134 IPS70
[ COMPRO IPS70 - 0018FB33...  192.168.0.191 IPS70
[F1 COMPRO NC420 - 0018FB37... 192.168.0.63 NC4Z0
COMPRO IPT0 - 0018FB10F07S  192.168.0.72 P70

| Rescan |

Mote: The iStart will only show cameras with the default username fpassword
combination and not currently connected.

| QK || Cancel |

Figure 4-17. iStart window
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Start Video Recording
You can initiate recording by:
1. Going to [Recording Setup] and select a camera from the drop-down list in the upper-left corner and go
ahead to create a new recording schedule for the selected camera channel.

2. Returning to the Live View screen, and select a camera channel by clicking on a video window The
selected channel will be bordered by a yellow frame. Then right-click and select [Record], or press the
"Record" button @) on the left panel. Note you can switch to multi-channel view by pressing any of the
view type buttons to see all the connected camera channel.
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Chapter 5: Live View
Monitor Live Video from Cameras

This NVR offers a remote web client WebVUer for monitoring camera video, playing back recordings and man-
aging NVR system over the Internet. To access the Live View page, log into the NVR's LAN or WAN IP address
with the Internet Explorer. The Live View page is the default page displayed after you have logged in to the

NVR.

Page Layout
You can see the basic control panel at the top and on the left-hand side, and the live video on the right-hand
side. Click on the icon to hide or show the control panels.

10 Control X

Liv | view Playback Setup it

3 Tnput 1 Input 2
vidw Type ] Full Screen 5 5

= ® Output
== Brightness - & o B ") Sl Output 1

ON
OFF

y 4 «

« @ ret
b ¢y 4

A

Zoorm Control

P Speed Control
= 3 +

Focus Control

- Auto +

Preset Point:

Patrol Tl’atkﬁj

o] ®

Snapshot Talt

®

(7] o [10)

Figure 5-1. LiveView page
0 Left control panel - Click on the triangle icon to hide/show the panel.

e Enhancement function - Allows you to adjust brightness, contrast, hue, saturation, visibility, and
sharpness. To apply enhancement, click 'Enhancement’ and select an item, and then use the slider to

adjust video quality to your preference.
e View type buttons — Choose to view only one camera or a group of cameras at a time.
o Main menu - Allow you to navigate between Live View, Playback, and Setup.

e PTZ control - For controlling the Pan/Tilt functionality of the selected PTZ camera. Select a PTZ camera
channel and click the triangles to move the camera view in the desired directions. Click the house icon

to return to the home position. The PTZ control buttons are dimmed when a non-PTZ camera channel is
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selected.

e Show more view types - Click the down arrow button to show more available view types. Then select a
view type from the fly-out menu. The NVR's web CMS function allows you to monitor up to 30 channels
at the same time. See Multiple Server Management for more information.

0 Speed control — Use the plus and minus icon to adjust Pan/Tilt speed on PTZ cameras. The Speed control
buttons are dimmed when a non-PTZ camera channel is selected.

o Preset point selector — The preset point allows you to change current camera view to a different one
pre-defined for the selected PTZ camera. The Preset point selector are dimmed when a non-PTZ camera

channel is selected.

e Live view window - Shows live video streamed from a specific camera. Use view type buttons to change
the number of channel windows displayed at a time. While you are on multi-channel view, you can switch

to single-channel view by double-clicking on any camera video channel. Under single-channel view, you
double-click on the video channel to exit single-channel view and return to multi-channel view. Buttons
on the left control panel are accessible only when you have selected an active video channel in the live
view window.

@ 10 control panel - Press the 10 button on the left control button to show the 10 control panel. Depending
on camera support, the input section of this panel shows the status of digital ins of the selected camera,

while the output section contains On/Off buttons used to activate/deactivate |0 device. The 10 control
panel is not available when a ONVIF camera or a generic camera is selected.

Note:

When you first enter the live view screen, the single-channel view is
displayed by default. You can use the view type buttons to switch to
multi-channel view, and the NVR will remember each user account's last
view type. So next time the same user account logs in, the default view
type will be the one this user last used.

Icons on Live View Page
Top Panel

Icons seen on the top control panel:

Icon Name Description

Full screen The Full Screen button lets you enter full screen view. Press the ESC key to exit full

button screen mode.
’ Micro- Use its slider to adjust the Microphone Volume. This will affect the voice coming
phone out from the camera's speaker. Click on this icon to mute the built-in microphone.
*,) Speaker Use its slider to adjust the Speaker Volume. This will affect the voice coming out

from the viewing PC's speaker. Click on this icon to mute the built-in speaker.

Left Panel

Icons seen on the left control panel (buttons here are dimmed when selected camera channel does not
support PTZ, two-way communication, or IO devices):
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Icon Name Description

@ Home The Home Button is used for returning to the preset home position for PTZ
cameras.

- ——mwm + Zoom Con- For PTZ cameras, click on the Zoom Control slider or hit the "plus" and "minus"
trol button to zoom in/out on the image.

= . #e |t Focuscon-  For PTZ cameras, hit the "plus" and "minus" button to adjust the focal point. Or

trol press the "Auto” button to autofocus.
Patrol Patrol Push the Patrol Mode button to make the camera rotate through different pre-
Mode defined camera positions. The positions are defined on the camera side.
Tracking Auto- Push the Tracking Mode button and the camera will detect the moving object in
Tracking the scene and automatically follow it within is coverage area (if the camera sup-
Mode ports tracking function). The tracking function is configured on the camera side.
(o] Snapshot Select a connected camera channel and press the Snapshot button to take a snap-
Stapshot shot of live screen.
Talk This Talk (2-way communication) button allows you to speak into your PC
y y y
Tall microphone and broadcast through camera's speaker (per camera support). Press
and hold the Talk button to talk through microphone.
r I/O Control  If the selected camera supports and is connected with IO device(s), you can push
J the I/0 Control button to show the 10 control panel and trigger the alarm or siren
connected to the Digital Out port of the selected camera. When a ONVIF camera or
a generic camera is selected, the IO control button is disabled.
@ Record The Record button is used to start/stop video recording on the selected channel.
_) To start recording video, select a connected video channel and hit the Record but-

ton. Then select the destination on your viewing PC to store the video clip. (If your
computer can not play .mkv file format, please download and install VLC media
player or KMPlayer from the Internet.)
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Note:

When using the "Talk" feature, you may experience various degrees of
delay between transmission from the computer and playback at the
camera depending on the condition of your network environment.

Using the Right-Click Menu

The right-click menu provides

additional actions on the selected channel. Simply right-click on any video

window on the live view screen, and the right-click menu for the selected channel will appear. The menu con-

tains:

Item

Description

Connect

Connect to the selected camera.

Disconnect

Disconnect the selected camera.

Setup

Bring up the viewport setting window, which allows
you to manually re-assign viewport number of your
camera connections in the live view screen.

Record

Initiate video recording on the selected channel.

Stop Recording  Stop video recording.

10 Output

Activate/de-activate the digital output port of the
selected camera.

Digital PTZ

Enable the digital PTZ function for the selected camera.
Then use the PTZ control and zoom control buttons to
perform digital PTZ.

Information

Display camera information.
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Chapter 6: Playback

Page Layout
On the playback page, you can see the search panel at the top, and the search result panel on the left-hand
side, and the playback control panel on the lower-right side. You can click on the arrow icon to hide or

show the top or left control panel. You can also leave the playback page and click [Live View] or [Setup] but-
ton to view live image or perform system configuration.

COMPRO Live View slayback sefip

\/ v \/
Server Channel Ewent Start search

05/04/2012 3 |00:00 |~ .
o1fo2fo3fos]os 06| www ~

COMPRO NVR - RS2104 ([~ Motion, Audio, 10, Non |~ | | | End £
07|08 09| 10| 11,42 05/04/2012 [3 23:59 |v '\\;‘z

>
Search Result

CH. « | Date Time  Event

0000/00/00 00:00:00

— =1+

Oran File

el (D) >]pi|o

[10)

Figure 6-1. Playback page

c Search result panel - Here it displays the results based on your search criterion. Double-click any found
item to start play back. You can sort the search result by clicking on any column header.

e Server filter — Select the Compro NVR you want to search on. Here you can choose to perform search on
another Compro NVR as long as you have added additional servers to the list of available servers in the
Multiple Server Setup page.

e Channel filter — Select the channel(s) to perform search on. All the channels are selected by default.

o Event filter — Choose the event type(s) you would like to use to search for recordings. All the event types
are selected by default.

e Time and date filter - Set the start date/time and end date/time for which you like to search. The
default time period is designated as one day before current system time.

e Search button - Press the button to perform a search.

e Snapshot button - Allows you to take a snapshot of the current video clip.

0 Open file — Open a recording stored on your PC and play it on this screen.

e Download - Download the retrieved recording you've selected from the search result panel.

@ Video window - Shows currently played recording.
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@ Playback speed - Allows you to speed up the playback speed by a factor of 2 to 16. Use the 'Plus' button
for increasing speed and 'minus' button for slowing up.

@ Playback control — From left to right: 'jump to the beginning’, 'previous frame, 'play/pause; 'next frame,
'jump to the end!

@ Volume control — Drag the slider to adjust volume; click the speaker icon to mute/unmute.

@ Seek bar - Drag the seek bar to any position to start playing from that selected point.

Search and Play Recordings

To play back or search recorded events, log in to your NVR on your browser and press the [Playback] button at
the top to enter the playback screen.

Search Recordings
To search recordings, you need to set your search conditions before hitting the [Search] button, which can be
done using the Server/Time/Channel/Event filter.

Senver Channel Event Start

05/04/2012 [ |00:00 v
COMPRO NVR - RS2104 (/v Motion, Audio, 10, Non | v End

OF |08 09 [ A0 [ A8 1512 05/04/2012 |[3B| 23:59 |~

Figure 6-2. Server/Channel/Event/Time filter

Important:
When you first enter the Playback page, all the channels and event types
on the Channel and Event filter are selected by default.

Server Filter

Compro NVR supports web-based CMS function, allowing users to manage multiple Compro NVR servers
in one browser interface. Here you can choose to perform search on another Compro NVR as long as you
have added additional servers to the list of available servers in the Multiple Server Setup page.

Channel Filter
By default, all the channels are selected. Click the channel number to select or deselect any channel. RS-
2208 offers 8-channel recording whereas RS-2212 offers 12-channel recording.

Event Filter
Event filter allows you to search for recordings initiated by an event. By default, all the event types are
selected. Click the event type button to select or deselect any event type.

Time Filter

Time filter lets you designate the time period to run your search. The default time period is within the
current day. Click the calendar icon to set the date and then click the down-facing arrow icon to set the
time. Or manually type the date and time into the fields.

Anytime you want to perform a search, you need to set each of these filters. Afterwards, press the [Search]

button in the upper-right corner. And then any found recordings will turn up in the Search Result panel on
the left.
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Play Back Recordings

The playback page allows you to play back video recorded on the NVR or play back a video clip stored on
your viewing PC. To play back video stored on the NVR:

1. In the playback page, set you search conditions and press [Search]. Wait until results turn up in the
"Search Result" panel.

2. In the "Search Result" panel, double-click on any found recording item to start playback. Or select one
recording item and then hit the playback button .

To play back video stored on your viewing PC:
1. In the playback page, press [Open File] in the lower-left corner.

2. Choose alocal video clip from your viewing PC.

Take a Snapshot

To take snapshot of the video recordings currently being played back:
1. Login to your NVR's playback page.

2. Use the Time/Channel/Event filter to set your search condition. Then press [Search] and double-click on
any item in the search result panel to start playback. Or hit the [Open File] button to open a video clip on
your PC and start playback.

3. Click on the seek bar (or drag it) to move to the desired playback position, and then press the Pause but-
ton.

4. Use the [Next Frame] or [Previous Frame] button to move to the exact position. Click the [Snapshot] but-
ton to save the image.

Download a Recording
To download a video recording from the NVR:

1. Login to your NVR's playback page.
2. Use the Time/Channel/Event filter to select your search condition, and then press [Search].
3. Select any item that turns up in the search result panel. The hit the [Download] button.

4. The "File Download" window appears. Choose [Save] to save it on your PC, or choose [Open] to open the
file directly.
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Chapter 7: Configuration
Main Setup Page

The main setup page provides access to all the functional settings. To access the main setup page, open a
web browser window and enter the NVR's IP address in the address field. Then click on the Setup button seen
at the top-right location. The setup page as shown below will be displayed.

7 |zomprrO ;
- La v PlayiVck -
=OMFRO ave Ve ayiVic ) I Betup |
Tunctson List 1 Tuncton Overview
Function Overview -~ -~

4 ¢ Surveillance Setup
i Camera Setup

B Recording Selup y
[§ Ewvents and Nolifications Setup =
« g System Information p

@ System Stalus
ik Syslem Loading

Survelllance Setup System Information

+ g Syslem Selup
e Language
= Date & Time
@ Network
@ DoNs
¥ Power Management
4§ Device Maintenance
"j- Firmware Upgrade
: s Storage Setup ~

System Semp Storage Setup

g File Sharing User Setup

o
<

Function Search
Search :

Backap

Description Log Logs & Statistics 4 A s

Figure 7-1. Main setup page

o Function List - Here lists all the accessible functions.

e Show /Hide button - Click to show or hide the function list.
e Live View - Click to switch to the Live View screen.

o Playback - Click to switch to the Playback screen.

e Search - Input the function name you are looking for and then press Enter key.
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Surveillance Setup

Camera Setup

The camera setup page allows you to add, delete, and edit cameras on your camera list. Select a camera from
the list and a preview window will be displayed. When you click on a column header, an inverted triangle icon
appears on the column header, and clicking on it again allows you to re-sort the list.

Camera Setup

(#) istart | & Add camera | @4 ) € SmartCheck
Camera List
Channel D « Name IP Address Format Frame Rate Resolution Bit Rate: Stream Status.
1 COMPRO IP55 - 192.188.0.100 MPEG4 15 320x240 512Kbps 1 Off-Line
2 41 192.168.0.101 H264 30 540x480 3Mbps 1 Off-Line
Figure 7-2. Camera setup page
iStart

The iStart button allows for a faster and easier way to add camera connections. When you press the [iStart]
button, the system will scan the LAN network where your NVR is located, and then display a list of camer-
as that can be connected with default user name and password and have not been added to the camera
list. Then all you need to do is select the cameras from the list and hit [OK]. The camera connections will
be automatically created.

istart
s Name IP Address Model
[]  cowmPRO IPSTD - SBU 152.162.0.134 IP570
[]  COMPRO IPS70 - 0018FB33...  192.168.0.191 IP5T0
I:‘ COKPRO NC420 - D018FB37. 192.168.0.63 NC&Z0
COMPRO IPT0 - 0018FB10F07S 192.168.0.72 P70

| Rescan |

Note: The istart will only show cameras with the default username jpassword
combination and not currenty connected.

| oK | Cancel |

Figure 7-3. iStart window

Add Camera

Press the [Add Camera] button to add a camera to your camera list. You must provide necessary network
and device information of the camera you are adding. In particular, when adding an IP camera located on
the Internet, make sure all the network and device information you provide is correct.
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Add Camera
Network Recording
| Detect | Recording Stream: 1 >
Channel: 1 ¥ Format: MPEG4 v
Name: Enter.... Video Mode: Motion Adaptive .
1P Address: Enter... 3 NTSC
Username: 3 PAL
Password: Resolution: 640x480 >
HTTP: Enter... Fere g 30 e
RTSP: Enter... Bit Rate: 1Mbps e
WAN TP (Optional): Enter... Enable Audio Recording on This Camera
O upp
® TCP
Device LiveView
Manufacture: Compro " LiveView Stream: 1 hd
Type: Cube Camera v Format: »
Model: P55 ¥ Resolution: hd
Enable SmartCheck. The NVR. will automatically attempt to Frame Rate: b
te th 's IP add based on its MAC address.
LIDdE € Camera’s aadress based on | aadress Bit Rate: -
| oK ||  Cancel |

Figure 7-4. Adding a Compro camera

Network

Pressing the [Detect] button to use iStart to search IP cameras located on the LAN network where your
NVR is installed on. When attempting to add an IP camera located on the Internet, manually fill in all
the network information and select correct device settings, and then hit [OK].

All the fields here are required in order to connect to your IP camera.

Channel - The channel ID to be assigned to the new camera.
Name - The name to be assigned to the new camera.

IP Address — The LAN/WAN IP address of the new camera. When manually adding cameras, you can
also put in the camera’s domain name if there is any.

User name - The name of the authorized user for accessing the camera.
Password - The password of the user for accessing the camera.

HTTP - The HTTP port used by the camera.

RTSP —The RTSP port used by the camera.

WAN IP (Optional) - Fill in the camera's WAN IP (public IP) address when you are adding an IP
camera located on the Internet. The NVR will check if the camera and the NVR are located on the
same network segment. When they are not, the NVR will attempt to establish connection using the
camera's WAN IP address entered here (under the precondition that port forwarding/mapping has
been properly configured on the the camera's end).

UDP/TCP - Select the protocol for data transmission to use either UDP or TCP. When attempting to
add an IP camera located on the Internet, TCP must be selected.
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When adding an ONVIF camera, some available setting options are as follows.

+ Authentication - Choose the authentication method supported by your ONVIF-conformant IP cam-
era from the drop-down list. If the error message “Authentication Failed” appears after you hit [OK],
chances are the selected authentication method is not supported or the user name and password
are wrong.

« Probe - Push the [Probe] button after you have entered the correct IP address, user name, and pass-
word of your ONVIF camera in order to obtain its video settings. The parameters in the Recording
section and the LiveView section are disabled until the NVR successfully probes your ONVIF camera.

Add Camera
Network Recording
| Detect | Profile: ~
Channel; 1 |x Video Codec: d
Nama: Enter.... Video Resolution: >
1P Address: Enter... Video Quality:
Username: Video Frame Rate:
Password: Video Bit Rate:
Authentication: HTTP % Encoding Interval:
C upp Enable Audio Recording on This Camera
@ TCP
| orone | Audio Codec: ~
Audio Bit Rate: hd
Audio Sample Rate: .
Device LiveView
Manufacture: ONVIF " Profile: >
Brand: Video Codec: >
Model: Video Resolution: 2
Video Quality:
Video Frame Rate:
Video Bit Rate:
Encoding Intenval:
| 0K || Cancel |

Figure 7-5. Adding an ONVIF-conformant camera

Device
Provide the device information and video stream setting here of the new camera.

- Manufacturer - Choose the manufacturer of the new camera from the drop down list. You can
choose between Compro cameras, ONVIF-conformant cameras, and generic (supporting standard
RTSP video stream) network cameras.

Important:

Compro Technology does not guarantee full functionality or
compatibility across ONVIF cameras; individual experience may vary
based on the camera model and firmware used.

« Type - Choose the camera type from the drop down list. This item is only available when adding
Compro cameras.

« Model —-Choose the model name from the drop down list. This item is only available when adding
Compro cameras.
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- Enable SmartCheck — SmartCheck function allows NVR to automatically check whether the IP ad-
dresses of your cameras have been updated. When IP addresses have been different, the NVR can
update camera’s IP address on its own by referencing camera’s MAC ID, saving users the hassle of
manually updating IP address. The SmartCheck function is not applicable to cameras that are lo-
cated on the Internet and not on the NVR’s LAN network. This item is only available when adding
Compro cameras.

Recording
Configure the video stream format used for recording. When adding a Compro camera, the following
parameters are user configurable.

+ Recording stream - Select the video stream you want to record, provided that the secondary video
stream is supported and enabled.

- Format - Choose the video stream format for the selected stream number.

+ Video Mode - Choose between Turbo Picture mode (which provides best picture quality but limits
the max. frame rate to 15) and Motion Adaptive ode (which offers highest frame rate but limits max.
resolution to 640x480).

« NTSC/PAL - Choose your television system if your NVR is used with analog cameras.
+ Resolution - Set the resolution for your selected video stream.

- Frame Rate - Set the frame rate for your selected video stream.

- Bit Rate - Set the bit rate for your selected video stream.

- Enable Audio Recording on this Camera — Check this option if your want to include audio data
when recording live video on this camera.

You can also press [Detect] button to allow system to scan available cameras on the network. You can
also add a camera detected by the system. To do so, you need to first choose a camera from the de-
tected camera list and enter the required user name and password for the selected camera, and then
press OK.

Surveillance Setup | 7-5



Compro RS-2104 - User Manual

Deteck Camera
Mame IP Acldress - hodel
Camera Mamel 19216500 IPG0 e
Camera Mame1 19216501 IPG0
Camera Mame10 192.165.0.10 IPG0
Camera Mame11 1921680011 IPE0
Camara Mame12 192165012 IPG0
Camera Mame13 192.1658.013 IPG0
Camera Mame14 192165014 IPG0
Camera Mame15 1921680015 IPE0
Camara Mame16 192.165.0.16 IPG0
Camera Mame17 1921658017 IPG0
Camera Mame15 192165015 IPG0
Camera Mame19 192168019 IPE0 —
Camera Mamez 19216502 IPG0
Camera Mame3 19216503 IPE0
Camera Mamed 19216504 IPG0
marmara hlamas A07 AR N S [=1siy] ‘_’
Usernarme ! Password: | Rescan |
Ok | Cancel

Figure 7-6. Detecting cameras

When adding an ONVIF camera, the following parameter is user configurable.

- Encoding interval - This corresponds to the number of frames divided by the encoded frames.
When the value of encoding interval is “1” it means that all frames are encoded.

When adding a generic camera, the following parameters are user configurable.

« Stream path - Input the IP camera’s RTSP path after you have provided correct network information.
For example, enter“61.220.20.16/medias2".

« Enable Audio Recording on this Camera - Check this option if your want to include audio data
when recording RTSP video stream from this camera.

« Test — Click this button to test the connection with the generic camera. Make sure you have sup-
plied all the correct network information of your IP camera before testing connection.

LiveView

If you camera supports and has the secondary video stream enabled, you can configure the NVR to
use different video stream for live view and recording, and thereby lighten the workload of your view-
ing PC. When adding a Compro camera, the following parameters are user configurable.

« LiveView Stream - Select the vide stream used for live view (when you camera supports and has
the secondary video stream enabled).

- Format - Choose the video stream format for the selected stream number.
« Resolution - Set the resolution for your selected video stream.

« Frame Rate - Set the frame rate for your selected video stream.
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- Bit Rate - Set the bit rate for your selected video stream.

When adding an ONVIF camera, the following parameter is user configurable.

« Encoding interval - This corresponds to the number of frames divided by the encoded frames.
When the value of encoding interval is “1" it means that all frames are encoded.

When adding a generic camera, the following parameters are user configurable.
- The same as recording - Apply the same settings you have made in the Recording section.

« Test — Click this button to test the connection with the generic camera. Make sure you have sup-
plied all the correct network information of your IP camera before testing connection.

Delete Camera
Select a camera from the list and then press the [Delete Camera] button.

Edit Camera
You can modify the settings of your cameras on the list by selecting one camera from the list and press [Edit
camera] button. You cannot edit cameras whose status shows off-line.

Recording Setup

Here you can manage recording schedules.

Recording Setup

Camera : Channel-1 { COMPRO IPS5 - 001 v Recording Setup: |  Sstup |

00 01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24
I I 1P T P I 1 TP T T T T T T S ST P T P Y P I P P |

[] All Time Start Time : 06:00 End Time : 18:00

(@) Daily ® B Mon Stop Recording v | Add |

Schedule List

B (D Delete Al Schedule

] Name P Start Time End Time Mode Operation

|:| [3] Channel-3 - 00:00 24:00 Daily Non Stop Recording
|:| [4] Channel-4 - 00:00 24:00 Daily Non Stop Recording
[C] [1COMPROIPS... 182.168.0.100 00:00 24:00 Daily Non Stop Recording
|:| [2] 41 152.168.0.101 00:00 24:00 Daily Non Stop Recording

Figure 7-7. Recording setup

The [Setup] button in the upper-right corner provides the setting for disk volume, data keeping and alarm
recordings. It determines the recording settings for the selected camera channel. After pressing the [Setup]
button, you will see:

« Recording Setup - Select the disk for setting video recording from the drop-down list. Click [Use Max
Capacity] to allow the use of all available disk space on the selected disk volume for recording. Click [Size
Limitation] and enter a value to set a limit on how much storage space can be used for the selected disk.
The Data Keeping options provides control for storage handling.

« Alarm Recordings - Set your recording preference for alarm-triggered recording.
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Add New Recording Schedule
To add a new recording schedule:

1. Select a camera from the drop-down list.

2. Press [Setup] button to configure recording settings for the selected channel.

Recording Setup
Recording Settings
Disk Volume(s)
System (Disk 1), Available Size: 364.81 GE v
(@) Use Max Capadity
(7 Size Limitation GB
Data Keeping :
@ Loop Overwrite Available Size : 364.81 GB
© Keep Data for Bayts) Free Size : 364.77 B
© Keep Al Data This Channel Used : 0.00 GB
Other Channels Used :  0.04 GB
Alarm Recordings
Pre-Recording : 5 Second(s)
Post-Recording @ 5 Second(s)
| oK ||  Cancel |

Figure 7-8. Recording settings

- Disk Volume - Select the disk for setting video recording from the drop-down list.
- Use Max Capacity — Allow the NVR to use all the available disk space for recording.

. Size Limitation — Set a limit on how much space can be used for storing recording data. The num-
ber cannot exceed the available space.

+ Loop Overwrite - Set for the system to overwrite the old files on the disk automatically when the
system has used roughly over 90% of available disk space, and constantly maintaining a 5-10% of
free space on the disk.

+ Keep Data for... Day(s) — Set the number of days the recordings will be retained on the disk when
there are still sufficient storage space. If the system is approaching the space limit for the disk vol-
ume, it will not keep the data for as long as specified here in order to stay within the limit.

- Keep All Data - Set to retain all the recordings on the disk, and when the disk is full, stop any fur-
ther recording action.

+ Pre-recording - Determine how many seconds of video the system records immediately preceding
the occurrence of a triggered event.

+ Post-recording - Determine the recording duration for each triggered event. If after the system
starts recording for one triggered event, a second event is triggered, then from the time point of
the second event's occurrence, the system will extend the recording duration for the number of
seconds specified here to record the second event.

3. Set the start time and end time, or check [All Time] box for the action time of your recording sched-
ule. You can also drag the slider to set the action time.
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00 01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 18 19 0 U 12 23 4
PRI AP I P 1 I 1 I P I [ W P W P PP I W W W W 10 W P 1 1 W I PO I A W I I A

_ U

Figure 7-9. Recording schedule

4. Set the repeat mode as [Daily] or [Weekly] and set the repeat day in a week, or set it as [Specific] and
choose one specific day from the calendar.

5. Select the operation mode from the drop-down list. The content of the list depends on the capabil-
ity of the selected camera. The recording operation can be event-based, such as motion, tampering,
schedule, audio, IO, or non-stop recording (during the action time). If you are adding a recording
schedule for an ONVIF-conformant camera or a generic camera, “Non-Stop Recording” is the only
available option.

6. Press the [Add] button. Then choose [Yes] to confirm the addition. Then a message indicating suc-
cessful adding will pop up.

Modify Recording Schedule
To modify an existing schedule:

1. Repeatstep 1to 5in"Add New Recording Schedule."

2. Select an existing schedule from the schedule list, and press [Modify]. Then choose [Yes] to confirm
modification.

3. A message indicating successful modification pops up. The new settings has been updated into the
selected schedule.

Delete Recording Schedule(s)
To delete a specific recording schedule, check one item from the schedule list and press [Delete Sched-
ule]. To delete all the items in the schedule list, press [Delete All Schedule] button.
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Events and Notifications Setup
Here you can configure the event and notification function for a camera connection.

Event Setup

Camera : Channek1 { COMPRO IP55 - 001 w
Action Event
[] Motion | Setup | [ Audio 1o
Notification
[C] E-Mail [ sMs
Action Time

00 01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24
P PP P AP TP PP AP P T P P PP P P P P P P P Y P

[ All Time Start Time : 06:00 End Time : 18:00
(@) Daily
Event Action List
= (O Delete Al Event Action
] Mame IP s Start Time End Time Mode Event
[C] [1COMPROIPS... 192.188.0.100 06:00 18:00 Daiy Audio

Figure 7-10. Events and Notifications Setup

If you are using Compro IP cameras, the NVR can automatically configured the event detection and notifica-
tion function of your Compro IP cameras for you in accordance with the event actions you set up on the NVR.
After you have successfully created event actions, NVR will send out event notification per user configuration
once cameras detect events.

Add an Event Action

To add new event action on the NVR, you must first select a camera from the drop-down list and config-
ure the type of event trigger, the notification method, and action time. After you complete the following
settings, press the [Add] button and a new event action item will be created. The event setup function is
not available to ONVIF-compliant cameras and generic cameras.

1. Action Event - Select the type(s) of event to that will trigger a response action. The options displayed
here are the event types supported by the Compro NVR. For the response action(s) to be taken prop-
erly, the camera must support the type of event trigger (motion, tampering, etc.) you selected. Avail-
able options: motion, tampering, schedule, audio, I10. You must select at least one action event.

Important:

The action event item (motion, tampering, etc.) you selected must also
be configured properly on the IP camera side. If "Motion" is selected as
the action event but, on the IP camera side, an event trigger based on
motion detection hasn't been configured yet, the NVR won't send out
notification for motion event.
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2. Notification - Choose the type(s) of notification that will be sent in response to the occurrence
of an event. For the notification to be sent properly, the selected camera must also support the
notification(s) you selected. Available notifications:

2.1 E-mail - Send an email to a designated recipient. To configure email notification, check [E-Mail]
box and press [Setup] button, and then the "E-mail Setup" window will pop up. Afterwards,
select a default webmail platform from the drop-list and enter your user name, password, and
the mail contents. You can also set a user-defined webmail platform and provide the following

information.
E-Mail Setup
Google Mail 7

Server . Port ¢

Authorization 33l encrypkion [] Attach File
Marme Kobe Password :  esssss
From : Kobe@grnail.com
To: Bryant@hotrail.com;Camelo@hotrmail.com
Subject ! WARMNIMG!H
Content : warning: Detected motion event!

| Test |
| Ok | Cancel |

Figure 7-11. Email setup

- Server — SMTP server address for user-defined email platform.

- Port - Connection port for user-defined email platform.

+ Authorization - Check this if your SMTP server requires user authorization.

+ SSL encryption — Check this if your SMTP server supports SSL encryption.

« Attach File — Check this option to attach a event snapshot in the email message.
« Name/Password — The user name/password of your email account.

+ From - Sender's name.

« To - Click on the "To" data field to enter recipient address(es).

« Subject - The subject of the email notification to be sent.

. Content - The content of the email notification to be sent.

When all set, press the [Test] button to send a test email to the recipient(s). Then press [OK] to
confirm the setting.

2.2 SMS - Send a SMS message to designated mobile phone number(s) when an action event is

triggered. To configure SMS notification, check [SMS] box and press [Setup] button, and the
"SMS Setup" window will come up. Then provide the following information.
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SMS Setup

Service Provider : Clickatell v

User Name : unknown

Password : LITTTTIT L)

APIID : 02141241

Country Code: +1 USA v

Prirmary Phone Nurmber : (+1) - 4155701222

Secondary Phone Mumber : (+1) - 4155702332

Message : Test

SMS Interval Limit : 3
| Test |
| 0K || Cancel |

Figure 7-12. SMS setup

Service Provider — Here shows the supported SMS gateway service provider. You must have
enough credit at Clickatell, the service provider, in order to send SMS message. For account
registration and message credit purchase, visit Clickatell website.

User Name/Password — The user name and password you used to register the SMS gateway
service.

APIID - API ID provided by the service provider (Clicktatell).

Country Code - Select the recipient's country/region.

Primary Phone Number - Enter the main recipient's mobile phone number.

Secondary Phone Number - Enter the secondary recipient's mobile phone number.
Message - Edit the content of the alert message. The number of characters is limited to 100.

SMS Interval Limit - Set the sending interval of notification messages between the first trig-
gered event and any ensuing event.

When all set, press the [Send Test SMS] button to send a test message to the recipient(s). Then
press [OK] to confirm setting.

3. Action Time - Set the start time and end time, or check [All Time] box to enable event notification
all day. You can also drag the slider to set the action time. Then set the repeat mode to be [Daily] or
[Weekly], or set it as [Specific] and choose one specific day from the calendar.

Modify an Event Action
To modify an existing event action, select an event action from the list, make the desired changes regard-
ing to "Action Event', "Notification", or "Action Time", and press [Modify].

Delete Event Action(s)
To specifically delete an existing event action, on the "Event Action" list, check the checkbox before an
event action , and press [Delete Event Action] button. To delete all the event actions, simply press [Delete
All Event Action] button.
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System Information

Here provides access to information on system status, system loading, and disk usage.

System Status

Chapter 7: Configuration

The system status is divided into 5 sections: Basic, Network, NVR, Hard Disk(s), and USB device.

Status
@& Refresh

Basic information

Server Name :

Serial number :

Model name :

Total Physical Memory :

Firmware version :

System time :

Operating time :

System temperature :

Volume(s) :
MainSystemVolume (Disk 1)
data (Disk 1)

Network

MAC address :

IP address :
Subnet mask :
DNS @

Default gateway :

NVR
Record :
Playback :
Hard Disk(s)
Number Mode!
Disk 1 'WDC WD2500A... 34°C/93°F

USE device

No USB device is connected.

Temperature

COMPRO NVR - R52104

0018FB10FDAZ

R52104

122 MB

3.0_31205034123

2012/05/04 09:58:12

0 day(s) 19 hour(s) 1 minute(s) 27 second(s}
25°C/ 77 °F

] 657 % |

| 0.08 % |

00:18:FB:10:F0:A3
192.168.2.102
255.255.255.0
192.168.2.1
192.168.2.1

0 channel(s)

0 channel(s)

Disk Size Status « Volume(s)

250.00 GB Ready

MainSystemVolume...

Total : 0.94 GB
Total : 226.7 GB

Raid Hode
Single Disk

Figure 7-13. System status page

Basic Information
Basic information section includes the following items.

- Server Name - Device hame.

- Serial Number - Hardware serial number.

- Model Name - Model name.

- Total Physical Memory - The size of physical memory.

« Firmware Version - Firmware version.

+ System Time - Current time of NVR system.

- Operating Time - The total time in operation

+ System Temperature — Current system temperature

« Volume(s) - The percentage of used disk space.

Network

Network information section includes the following items.
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« MAC address — Hardware MAC address.

IP address — The current system IP address.
+ Subnet Mask — Subnet Mask.
« DNS - Domain Name Server address.

Default Gateway — Default gateway.

NVR
NVR information section includes the following items.

« Record - The number of channels being recorded by the NVR.

Playback — The number of channels being played back on the NVR.

Hard Disk(s)
This section shows the disks installed in NVR and their current status.

USB Device
Here displays the USB storage devices connected to the NVR and their total capacity.

System Loading
Here displays the information on CPU loading and network loading.

System Loading

CPU
m—CPL Loading
100
a0
a0
0
0
() 50
40
a0
20
10

15 14 13 12 11 1o 9 g 7 B B 4 3 2 1 0
(Minctes)

Network

33000

30000 f i
27000
24000

I

21000 | W
18000 i1
(KBs) 1 I
15000 M 1
12000

2000 I
000
3000

o
15 14 13 12 11 10 9 8 7 & 5 4 3 2z 1 o
(Mintes)

Figure 7-14. Loading chart
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System Setup

Here it provides access to system settings.

Language
Change the display language of user interface here.

Language
Display Language

Display Language: English »

Figure 7-15. Change display language

Date & Time

Current Time
Here displays the NVR's current system time.

Time Zone
Select your time zone from the drop-down list.

Time Setting

Configure the advanced time setting here. You can click on [Manually] and manually set the date and time
by selecting from the drop-down menu. Or click on [Synchronize with NTP server] and choose your syn-
chronization frequency and select a NTP (Network Time Protocol) server from the list to allow the system
to automatically Synchronize system clock with the clock of the NTP server. Then press [Apply] to save
changes.

Network
Make advanced network settings here.

Server Name
The server names entered here is the name of the NVR displayed under "My Network Places" on your Win-
dows system.

Status
The status section shows a summary of the NVR's network status.

LAN

You can choose to let the system obtain IP address via DHCP (recommended), or choose to use the manu-
ally inputted static IP address, and then configure the DNS server address and default gateway address
manually. If you wish to use PPPoE dial-up connection to connect the NVR to the Internet, please go to
[Surveillance Setup] > [Events and Notifications Setup] and check [E-Mail] checkbox. Then return to the
network settings page, and click [Enable PPPoE connection] and enter the valid user name and password.
Then press [OK] to save the changes. The system will inform user of its IP address via Email.

In addition, you can opt for using jumbo frame (which allows sending/receiving of Internet packets con-
taining large payload) by selecting a MTU (Max. Transmission Unit) value from the drop-down list.
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Note:

To take advantage of jumbo frame feature on the NVR, the jumbo frame
feature must also be supported and enabled on your Ethernet switch
and network camera. If you enable jumbo frame of the NVR in a network
that doesn't support jumbo frame, the NVR will automatically switch to
sending standard-sized frames.

Server Port

Allows you to configure your HTTP port and RTSP port. Normally the default port number are recom-
mended for use. However, when you attempt to install a second Compro NVR on your LAN network, it is
recommended to change the HTTP and RTSP port on each additional NVR installed manually, so each one
of them will use a different port. E.g. changing the HTTP and RTSP port for the 2nd device to 81 and 555
respectively and accessing the 2nd device by logging on to http://61.220.20.16:81.

DDNS

Click here to enable the DDNS (Dynamic Domain Name Service) service if you are using floating IP and want
to link to your NVR using an URL. Compro's free iDDNS service is the recommended and default DDNS service
here.

DDNS

DDNS Servcie

Enable dynamic DNS

Register Server : DOMS R

Reqgister 1D Enter...

Password ssssssssn

Domain Mame : Enter... .iddns.org
TTL (minutes) : Enter...

Recent DDNS Update Result

Connection IP Last Checked :
Next Check for Connection 1P :
Last DDMNS Update Time :

2010 /08 /20 10:320:00

2010 /0821 10:30:
2010 /0819 19:25:

oo
30

Update Server Response : Uriknown

Apply || Defaut

Figure 7-16. DDNS setup

Note:

The iDDNS is a free DDNS (Dynamic Domain Name Service) service
offered by Compro. If you are using floating IP, you can apply for DDNS
service to create a hostname that links to your home or office IP address,
which provides easy-to-remember URL for quick access to your device.
After successfully creating the iDDNS address name, you can then enter
"http:/ /(the address name you input).iddns.org in the location field of
your browser to access your device.

If your LAN network and router have a firewall to prevent hacker attacks,
you need to configure the HTTP port for connection from external
network on your router. If you set the HTTP port as “2001" for your device,
you need to attach the port number to your device's address, i.e. http:/ /
xxx (entered by you).iddns.org:2001.
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Power Management

Here it allows you to restart/shutdown the NVR, wake up the NVR on LAN, change behavior when power
resumes, power on/off NVR on scheduled time, and hibernate hard drives. Press [Apply] after you make any
changes.

Power Management

Restart / Shutdown

Execute system restart / shutdown immediately. P P EEY
| || |

Schedule

[] Enable scheduled power on [ Enable scheduled power off
Date : ¥ Date : "7
Time : P ¥ Time : A »

HDD Hibernation

The internal hard disk{s) and the external SATA disk will hibernate after being inactive for the configured time period.
none e
The USB hard disk will hibernate after being inactive for the configured time period.

none »

oK || Default |

Figure 7-17. Power management page

Restart / Shutdown
Press [Restart] or [Shutdown] to restart or shut down the NVR.

Schedule

- Enable scheduled power on — Power on the NVR on the specified date and at the specified time (when
the AC power supply is not disconnected).

- Enable scheduled power off — Power off the NVR on the specified date and at the specified time.

HDD Hibernation

You can reduce the power consumption of the NVR by configure the internal and external HDDs to go
into hibernation mode after a period of inactivity. For any changes made, press [Apply] button to save the
settings.

Reset
Here it allows you to reset the device back to default settings, which will clear all user configurable settings
but still keeps recording data. After the NVR system is reset successfully, you may have to re-log in to the NVR.

Reset to defaults
Reset Confirmation

Do you wish to proceed with the device reset? This will clear all user settings except for the
recorded videos.

| Reset |

Figure 7-18. Restore option
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Firmware Update
New firmware of this Compro NVR will be made available on www.comprosecurity.com. After you have down-
loaded a newly released firmware, press [Browse] to locate the new firmware file and then hit [Upload] but-

ton. Then wait patiently for the update to complete.

Firmware Upgrade

Current Firmware Version: 1.2

Warning: Upgrading firmware may take 3 minutes. Please don't turn off the power or press the reset button.
If the network is congested, it may take more time to complete the upgrading.

| Browse |

Figure 7-19. Firmware update

Caution!
« Do not power off the NVR while the firmware update is in progress.

- Do not import firmware file that is not supplied for this NVR by
Compro.

Storage Setup

Storage setup allows you to manage the system volume of the NVR as well as all the installed hard drives.

Volume Management

Volume Management

[ | Single Disk Volume

Create single disk volume(s).

Current Disk Volume Configuration: Logical Volumes

Volume Type « Volume File System Total Size Free Size Status
Single Disk = Drive 1 ComproSysVelume extd 0.4 GB 0.83GB Ready
Single Disk = Drive 1 System (file sharing) extd 457.00 GB 433.00 GB Ready

Current Disk Volume Configuration: Physical Disks

Disk Model Capacity Status Bad Blocks Scan SMART Information

Drive 1 ST3500418A5 500,10 GB Ready | Scan | GOOD

Figure 7-20. Volume management page
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Volume Management

The "Single Disk Volume" button allows you to create a single disk volume using all the space on one
selected physical disk. After clicking on the "Single Disk Volume" icon, select a physical disk from a list of
disks yet to be partitioned. Then click [Next] and input the volume label. The newly created disk volume
will be quick formatted automatically.

Current Disk Volume Configuration: Logical Volumes

All the logical disk volumes available to the NVR are displayed here. To delete a disk volume, select one
from the list and press the [Delete] button and press [Yes] to confirm. You can also perform quick format
on the selected disk volume by pressing [Format], or perform disk check to fix any file system errors by
pressing the [Check] button.

Current Disk Volume Configuration: Physical Disks

All the physical disks installed in or connected to the NVR externally are listed here. You can perform scan-
ning of bad sectors on any of the disk by pressing the [SCAN NOW] button, or check the S.M.A.R.T. (Self-
Monitoring, Analysis, and Reporting Technology) information reported by each individual hard disk drive.

Hard Disk S.M.A.R.T

The "Hard Disk S.M.A.R.T" page lets your check disk information reported with the S.M.A.R.T feature. Select a
disk from the list, and then you are able to check disk information, S.M.A.R.T information, as well as perform
quick and extended S.M.A.R.T test.

SMART

Lo £ Le
Number Model Digk Size Temperature Status Volumn SMART

1 ST3500418A5 500.1 GB 36 °CJ/97 °F Normal ComproSysVolume, System Supported

Figure 7-21. S.M.A.R.T information

File Sharing
Windows Network Neighborhood

Check [Enable file service for Microsoft networking] box to enable Microsoft file sharing service on the NVR,
so that your NVR can be seen in "My Network Places" on your Windows machine. The text you enter for server
description and workgroup will be used to identify your NVR in My Network Places. If you want to use Win-
dows file service to access your NVR, please enter "\\192.168.0.xxx\ user account” into the address bar of your
Windows system. For instance, input "\\192.168.0.100\admin".

File Sharing

Microsoft MNetworking

[] Enable file service for Microsaft networking
(2) Standalone Server

Server Description:

Wiorkgroup:

A gy || Defaut

Figure 7-22. File sharing configuration

File Sharing | 7-19



Compro RS-2104 - User Manual

Important:

On this NVR, 80% of available disk space is allocated to storing video
recordings, and the remaining 20% is allocated to storing the user data
of "My Network Places" (differet user account will have different folder
on the disk). The space allocated to video storage cannot be used by
"My Network Places." For instance, when you have installed one 3TB
hard drive in the NVR, the available space for storing video recordings is
around 2.4 TB (3TB * 80% = 2.4 TB).

FTP Server (FTP)

The NVR system contains an embedded FTP server that allows you to access the recordings stored on your
NVR via a FTP client from any network-connected computer. FTP server page lets you switch on/off the FTP
service on the NVR system, as well as configure server settings.

FTP

General

Enable FTP Service
Port Number: 21

‘Connection
Maximum Number of all FTP connections: 30

Maximum Number of Connections For a Single Account: 2

[] Enable FTP transfer limitation
Maximum upload rate(KB/s): KB/s

Maximum download rate(KB/s): KB/s

Advance

Passive FTP Port Range: (® Use the default port range(55536 - 56559)
(O Define port range:

[] Respond with external IP address for passive FTP connection request
External IP address:

Apply || Defauk |

Figure 7-23. FTP server configuration

General
Check [Enable FTP Service] box to enable the FTP service.

Connection

Configure the maximum number of FTP connections allowed to be established with the FTP server, and
also the maximum number of connections allowed to be established by a single account at the same
time. You can also set a download/upload speed limit on the NVR end by checking the [Enable FTP trans-
fer limitation] option and input the desired speed limit.

Advanced

Here you can determine the passive FTP port range by opting for using the default port range or input-
ting your own port range. After you have configured the port range, ensure that the port range you speci-
fied here is also opened on your router or firewall. You can also check [Respond with external IP address
for passive FTP connection request] and input the WAN IP address of your NVR or the WAN IP address of
your router (when you NVR is behind a router), so the FTP server can be connected by a remote FTP client
over the Internet.
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Note:

In the active FTP mode, the FTP client opens a port and the FTP server
initiates connection to this port. In the passive FTP mode, the FTP server
designates a certain port range that allows the FTP client to connect
to. In other words, when using passive FTP mode, the FTP client is
responsible for establishing (command and data) connection with the
FTP server.

User Setup

User Management

The User Management section allows you to add/edit/delete users of this NVR as well as to import and ex-
port user list.

User List

B add | [FEat | @ $Import | | Export

User Name Group Name Account State

admin System ADMIN Enabled

cee Operator Enabled

zz System Manager Dizabled

Figure 7-24. User management

Add a User

To add a user, simply push the [Add] button and then follow the steps below.

1. Input the basic information into the following fields.

Field / Option Description
User name The user name.
Description The description showed in the "Description” field on the

user list screen.

Email The complete email address.

Password/Confirm Enter the password and re-enter again to confirm.
password

Disallow the user When this option is checked, this user will not have the
to change account permission to change password.
password

Disable this account If the user group you belong to is granted enough rights,
you can disable this newly created account for now and
enable it later. After enabling this option, you can also
choose to disable this account straightway or choose to
disable this account automatically after a specified date.

Table 7-1. Basic user information window
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2. Click [Next] and select a user group where this newly added user will be added to. There are four
available user groups for this NVR — Administrator, System Manager, Operator and User. Different
user group has different user rights. Listed below are their differences.

Rights Admil:lsi:trrator Nsl::taeg";r Operator User
Import/Export user list  YES NO NO NO
System administration  YES YES NO NO
Access playback page  YES NO YES NO
Access LiveView page  YES NO YES YES
Control PTZ YES NO YES NO
Receiving audio data  YES NO YES NO
Manual Recording YES NO YES NO
Control /0 devices YES NO YES NO
Take snapshot YES NO YES YES
Broadcasting viamic ~ YES NO YES NO

Table 7-2. User rights table

3. Configure access rights on each available camera for this user. When all set, press [Finish] to complete
the adding operation.

Camera Access Privilege
Chasasl D Camers Hame Monkor Playback 3 Ao Tak Recond 0
1 COMPRO B5% - D01BFBIZ0AYY v ¥
E “ 7

dEEE
dEEE
JEEE
JEEE
qEEE

4

Figure 7-25. Camera access rights window

Edit a User

To edit an existing user of the NVR, select a user from the User List and hit the [Edit] button. Then make
desired changes on basic information, group setting, camera access rights and press [Finish] to save the
changes.

Delete a User
To delete a user from the NVR system, select a user from the User List and hit the [Delete] button.

Import User List

To import a saved user list, hit the [Import] button and when the "Import" window is displayed, press
[Browse] to locate the saved user list on your PC. Then press [OK] to import. Check the [Over write the
duplicate users] if you want the NVR to overwrite the user on the list when there is another identical user
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name in the imported user list.

Import

[] over wirite the duplicate users
File: | Browse |

| Cancel | | QK

Figure 7-26. Import user list

Export User List
To export current list, press the [Export] button and then select a destination to save the list on your local
viewing PC.

Logs & Statistics
System Event Logs

System Event Logs allows you to check all the system logs. Besides displaying logs of all event type, you can
also filter the displayed logs by selecting a log type from the drop-down list, or by specifying a time period.
The [Save] button in the lower-right corner will allow you to export the log file and save it onto your viewing

PC.
System Event Logs
EventType: @ All (0)  Seect v Time Range : | 08/13/2011 [3|20:00 |~ ~ 081132011 [A| 2000 |+
Date / Time: Content Notes.
@ 2011/813 18:50:25 System Shutdown
@ 2011/813 185027 Live Streaming Service Stop
Ay 2011/8/13 18:53:45 Network Cable Unplugged LAN
@ 2011/8/13 18:53:54 Network Cable Plugged LAN
Ay 2011/813 185407 Network Connection Failed LAN, DHCP: DHCP failed
Ay 2011813130131 Network Cable Unplugged LAN
@ 2011/31319.01:39 Network Cable Plugged LaN
Y 2011/31319.01.53 Network Connection Failed LAN, DHCP: DHCP failed
Ay 2011/813 19:08:19 Network Connection Failed LAN, Static: Failed to connect to gateway
@ 2011913131555 Channel Non-Stop Record...  Channel=1
4 1 | 3
| | Page 1/ Total 2 page(s) | B Bl | & Displays 10 | v records per page

Clear [ Save |

Figure 7-27. System event logs

Surveillance Logs

Surveillance log shows the date/time, event trigger and channel information of a recording operation. Be-
sides displaying all surveillance logs, you can also filter the displayed logs by selecting certain event types. Or
filter the displayed logs by specifying a camera channel. Press [Clear] if you wish to clean up the logs here. The
[Save] button in the lower-right corner will allow you to export the log file and save it onto your viewing PC.

Logs & Statistics | 7-23



Compro RS-2104 - User Manual

Surveillence Logs
Event Type : (D All (3) | Motion, Tampering, Schedule, Audio, [v| | Channel: G Al O ~
Time Range : | 04/11/2011, [¥] Motion E[17:00 |w
Type Date /g (4] Tampering Hotes
Schedule
Audio
10
Manual
< | >
[4 4 | Page 1|/ Total 1 page(s) | » »l @ & Displays 10 | v records per page

| Clear I Save |

Figure 7-28. Surveillance logs

Online & Historical Users List

You can check the user access logs here. The "Online & Historical Users List" displays all the users in the past
that had accessed the NVR system via the network. You can filter the displayed logs by specifying a time pe-
riod. Press [Clear] if you wish to clean up the logs here. The [Save] button in the lower-right corner will allow
you to export the log file and save it onto your viewing PC.

User Logs

Historical Users List
Display the information of the Users that have accessed the system via networking services,

Time Range ;| 08132011 [7 2000 |v [~[oanzzo11  [F[20:00 |+

Date / Time User Source P Content Notes
2011/81319:09:05  admin 169.254.75.166  Edit Network Setup Server name=COMPRO NVR - RS2104, LAN mode=Manual, P addr
2011/813 18:15:53  admin 192.168.0.95 iStart Add Channel 1 P=192.168.0.100, Channel 2 P=192.168.0.101
2011/8M3 19:24:40 admin 192.188.0.95 Set E-Mail Server=smtp.gmail com, Port=587, Authorization=Enable, SSL encr
2011/913 192528 admin 192.168.0.95 Add Event Schedule Channel=1, Date=Daily, Time=05:00~18:00, Event=Audio, Notificatio
< n | +
I4 4 | Page 1|/ Total 1 page(s) | » Fl | & Displays 10 |~ records per page

| Clear Nl Save |

Figure 7-29. Historical user list
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Backup
USB Backup

Here it allows you to perform data backup to external USB storage device, as well as configure the number of
days of data to be backed up. This page also provide real-time status of the backup operation.

USB One Touch Copy

USB One Touch Copy

Backup the last 7 v | days of recording to the USB drive.

Current Operation: -

Estimated Time: -

| Apply |

Figure 7-30. USB backup configuration

Note:

The first backup operation will be a full backup that could take a while.
After a full backup has been completed, it will be an incremental backup
(which only backs up files that have been different) when you run
backup again. The incremental backup only backs up files that have been
different and therefore takes a shorter time.

Multiple Server Management
Multiple Server Setup

Multiple Server Setup page is where users can manage this Compro NVR’s web CMS function. With the web
CMS function, in one browser screen, users on a remote viewing PC can not only monitor multiple (up to 30)
camera channels which are being recorded separately on multiple NVR servers, but also search and play back
video recordings stored on multiple NVR servers.

Note:

- A viewing PC equipped with Intel® Core™ i7-2700K or above CPU and
Windows 7 is recommended in order to monitor 30 1.3-megapixel
cameras at the same time.

Using the web CMS function requires firmware version 3.0 or higher.

Backup | 7-25



Compro RS-2104 - User Manual

Internet
or LAN

Live Stream

From Server A Live Stream

From Server B

NVR Server A Viewing PC - Web CMS

Function on NVR WebVUer

NVR Server B

Figure 7-31. Web CMS function on NVR WebVUer

To start using the web CMS function, there must be two or more NVR servers on the server list. To add a sec-

ond NVR to the list, click [Add] and then go ahead to put in the valid IP address, HTTP port number, adminis-
trator ID and password of the second NVR.

Multiple Server Management
User
admin "
Server List
@ Refresn | @) Add [z i
Status. Hame Wersion Host Address CH Mumber
ﬂ COMPRO NVR - RS2104 3.0_31205034123 182.168.0.160 4
Channel List
@ Refresh
Status  View... Server CH Name Format Resolution FPS Bit Rate  Audic PTZ
2 — 2 —_ — — — —
3 — 3 — — — — —
4 — 4

Figure 7-32. Multiple server management - server list

After that, select the second NVR’s channels that you want to add to the channel list of the NVR you are set-
ting up multiple server for. And click OK.
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Channel Information - 192.168.0.188:80

& Refresh
Add View Port Status CH Name Format Resolution FPS Bit Rate  Audio PTZ
13 1 - - — — — =
14 2 = = = = =
15 3 - - — - -
1 4 = = — — —
17 5 — — — — — 3
O J[1 (Used) 6 - - = = —
18 7 — — — - _
O 1 (Used) 8 - - - - - T
(=] 1 (Used) 9 - - — — —
19 =1 10 - = = — — o

OK | | Cancel

Figure 7-33. Channel selection
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Chapter 8: Troubleshooting
Reset to the Factory Default Settings

If you forget your system password or if you feel your NVR has been acting weird, you can follow the steps be-
low to reset the NVR to its default state:

1. Press and hold the reset button (located at the rear panel) for 8 seconds; when successful, you shall see
the power indicator and LAN indicator go off.

2. The power indicator and LAN indicator come on again. The NVR begins the reboot procedure. Please
wait patiently for the reboot procedure to complete.

3. After the reboot procedure is completed and the system becomes now ready for use, run the iWizard
setup utility again to re-configure the NVR.

Reset Button =

Figure 8-1. Reset button

Password Recovery Method
In case you ever forget the administrator password of your NVR, the administrator password can be reset
to default by pressing and holding the reset button for three seconds. During the process, the NVR will
sound two beeps, and its status LED will blink five times to indicate a success. Afterwards, use the default
administrator password, which is "admin", to log in to the NVR again.

Important:
Using the password recovery method requires firmware version 3.0 or

above.
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Trouble with Remote Viewing on Browser

The NVR offers users the ability to monitor live video and play back recordings from a remote location
through the Internet. If you encounter problems in remote viewing/playback, refer to the section below for
preliminary troubleshooting.

9

¢ ,’.'w
-

192.168.0.170 — = -61.220.20.16 . ‘ éf’ _
Static IP 'S o

(LAN)
Compro NVR NAT (Network Internet

Address Translation)

221.2?{105.8

U |

d

Remote Viewing Client

Figure 8-2. Remote viewing via web browser

The figure above shows a typical connection setup in which:
« the NVR has a static virtual IP address of 192.168.0.170
« the WAN IP address of the NVR is 61.220.20.16.

+ the client (user) is trying to receive the video / audio stream remotely through the Internet.

To successfully view the live video streamed from the NVR through the Internet, you need to:

1. Ensure that the video stream bitrate stays within the bandwidth limit of your local network. You can
check each camera connection's video quality setting by right-clicking on a camera channel and select
[Information]. In general, the upload bandwidth of the Internet service your NVR and IP cameras are us-
ing should be greater than the combined video bitrate of all the active channels. If the combined video
bitrate exceeds your upload bandwidth limit, you will experience stuttering video or black and blank

screen.
Channel Information x
Channel: 2
MName: COMPRO IP70 - 0018FB10F079
Stream: 2
IP Address: 192.168.0.168
Format: H264
Resolution: 320x240
Frame Rate: 15
Bit Rate: 3Mbps
Audio: Supported
PTZ: Unsupported

Figure 8-3. Channel information window
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2. Check the ports used by the NVR in [Setup] > [System Setup] > [Network] and note down the HTTP and
RTSP server ports, in this case, ports 80 and 554 respectively.

3. Enable port forwarding on the router and allow traffic on ports the NVR is using. You may need to con-
sult the manufacturer of your router for instructions on port forwarding/mapping setup. Note your
router may require a reboot after port forwarding is enabled. The following figure exemplifies the set-
tings you need to make in order to remotely view the NVR.

Fill in HTTP port

Fill in any name number here
fame - TP Schedue
NVR HTTP Apphication Name % 20 . T

v - L J Abway
[P Address : UDP Inbound Fiter
|192.168.0.170 | Computer Name v | [alowal v
e W<l TP Schedue
© MNVR RTSP | Application Name 554 -
= | Al
“I: , ] o UoP  Inbound Filter
J?Z.I&G.T.I?O | Computer Name v “T”’u o

IP Address of NVR Fill in RTSP port Allow Traffic
number here

Figure 8-4. Port forwarding

Having taken the above steps, you should be able to log in to the NVR from a remote location by entering the
DDNS address or the Internet IP address in the location field of a web browser (depending on your configura-
tion). For example, in this case, you should enter "http://61.220.20.16:80" into the location field of Internet
Explorer to access the NVR. (You can find out the Internet IP address by logging into the router's administra-
tion interface and check the Internet IP address the NVR has obtained.)

Important:

If you have multiple NVRs installed on a network, you will need to change
the HTTP and RTSP port on them manually so each one of them will use
a different HTTP/RTSP port - i.e. changing the HTTP and RTSP port for
the 2nd device to 81 and 555 respectively and accessing the 2nd device
by logging on to http://61.220.20.16:81.
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Symptoms, Causes and Solutions

Listed below are some other frequently asked questions and their answers. Should your problems remain even after
trying the suggested solutions, contact your local dealer or Compro Technology for technical support.

Symptom Possible Cause/Solution

The NVR is not powered on.
Make sure the NVR has been powered on for over 1 minute and its LED status indicator is
lit.

The Ethernet cable is not firmly connected to the NVR and to the router/switch.
Check if the RJ-45 Ethernet cable is securely connected to the Ethernet port of the
NVR and to the network router/switch. When the NVR has successfully established
connection, the LAN status indicator appears green.

The entered IP address is incorrect.

Check if the IP address you entered matches the IP address of your NVR. Run the Compro
iWizard to search for the NVR on your network, which then shall tell you the NVR's IP
address on your LAN network. (Note if you are running Windows 7/ Vista, you need to
run iWizard tool with system administrator rights. Simply right-click the iWizard icon on
your desktop, and select "Run as administrator")

Besides using iWizard, you can also log into your router's administration interface and
check the devices being connected, their MAC ID and the corresponding IP address
Problem logging into they've been assigned with (the NVR's MAC ID can be found on the product label). You
the NVR on the LAN may need to consult your router's user manual for login instructions.

using web browser. The viewing PC is not connected to the LAN network.

Check if your viewing PC has a successful connection to the LAN network. You can open
a command prompt window (by pressing Winkey + R and input "cmd" and hit OK) and
then input "ipconfig" and press [Enter]. When your PC is connected to the network, it will
display information on your IP address, subnet mask, etc.

The same IP address has been provided to other devices on the LAN.

When your NVR has a manually assigned IP address, another device that has the same
IP address on your LAN network could result in abnormal or failed connection to your
NVR. Reconfigure your NVR to obtain IP address via DHCP mode can avoid this problem.
You can also log in to your router's administration interface to check all the connected
devices and their LAN IP addresses, and look for any device whose IP address conflicts
with other device.

The entered user name and password is incorrectly set.

Log in as system administrator and go to [Setup] > [User Setup] > [User Management].
Then check if you have the right user names and passwords. Should you forget the
system administrator's ID and password, use the reset button at the back panel to reset
to the default administrator ID and password. (Reset button only clears user configurable
settings.)
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Symptom

Possible Cause/Solution

Successful login to the
NVR but no image is
displayed

The Compro ActiveX component is not installed or is blocked.

When you are viewing the live video on Internet Explorer, make sure you have installed
and enabled Compro ActiveX component. Open your Internet Explorer browser and
go to [Tools] > [Manage Add-ons] and check that you've got both the "Compro NVR
LiveView ActiveX" and "Compro NVR Playback ActiveX" control components registered
and enabled. In addition, at the first time you log in to the live view screen and playback
screen, two dialog boxes asking "Do you want to run this ActiveX control?" will pop up.
Please hit [Run] twice to run both Compro ActiveX components.

The channel being viewed is not configured with camera connection.

Make sure the channel you are viewing has a valid camera connection. Go to [Setup]
> [Surveillance Setup] > [Camera Setup] and check if a camera connection has been
assigned to the channel. Having done that, return to the live view screen and press the
right-most view type button on the top panel to view all the channels.

Internet connection on the IP camera end is broken.

Check whether the camera you are trying to view is still connected to the Internet. If you
know the IP address of your IP camera, you can open your web browser and input its IP
address to see if this IP camera responds.

Successful viewing on
some channels but
some channels cannot
be viewed

The NVR and your IP cameras are not located on the same subnet

When your NVR and your IP cameras are not located on the same subnet, your NVR will
not be able to connect to the IP camera. A viable workaround is for the NVR to connect
to the IP camera using camera's WAN IP address. Another solution is to configure port
mapping/forwarding on the router the IP camera is connect to, so the access to the
Internet IP address and the mapped ports of your IP camera is allowed. For information
on port mapping/forwarding setting, consult the user guide of your router or visit
portforward.com.

The camera channel uses the inappropriate networking protocol

When you are adding an IP camera connection to your NVR located on your LAN
network, and the IP camera is located on the Internet (namely the camera is added with
its WAN IP address), make sure you use TCP protocol for this camera connection. Using
UDP connection in this case may result in blank screen for this channel.

The NVR ActiveX components are outdated.

If you have recently upgraded your NVR's firmware, you may try re-installing the NVR
ActiveX components. First close all the browser windows, and then delete the entire
"Compro NVR" folder found under "(OS Drive):\Program Files". (On 64-bit Windows, look
for "(OS Drive):\Program Files (x86)" instead.) And log in to your NVR on your browser
again to re-install the ActiveX.

Some buttons or view
windows are displayed
out of alignment in
the browser

Browser cache needs to be refreshed

Your browser could still be attempting to connect to all camera channels. Please wait for
another while. If the problem persists, try pressing CTRL + [F5] to force a cache refresh
on your browser.

Symptoms, Causes and Solutions | 8-5
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Symptom

Possible Cause/Solution

Successful login on
local network but
having problem
accessing from
Internet.

The entered hostname /WAN IP address is incorrect.
Make sure you have entered the correct hostname (if you use DDNS) or the correct
Internet IP address of your NVR in the location field of your web browser.

The LAN network is not connected to Internet.

Your viewing PC needs to have access to the Internet when trying to view your NVR
remotely. Equally, your NVR located on a LAN network also needs to have access to the
Internet for it to be viewed remotely from the Internet. Check if you can browse the
Internet on your LAN network where your NVR or viewing PC is located. If not, contact
your network administrator for assistance.

The NVR's WAN IP address has changed but yet to be updated into DNS cache.

When using DDNS service, the information of your NVR's IP address and the domain
name that IP address is linked to is stored in the DNS cache. The cache is used to retrieve
the IP information by the DNS server which translates entered hostname into the NVR's
IP address. Though the information is updated every few minutes (determined by the
value of TTL, Time to Live), occasionally the DNS information has changed (e.g. your
NVR acquires new IP) but the old information is still stored in the cache, resulting in
connection failure.

When this happens, try waiting a few minutes for the new IP information to be updated
onto DNS server and then retry connection, or try to decrease the TTL value. If it still
doesn't work, refer to other possible causes and solutions, or contact Compro or your
local dealer for technical support.

The router's configuration does not allow incoming traffic to the NVR.

If you want to make your NVR located on a LAN network accessible over the Internet, you
need to enable port forwarding on your router that your NVR is connected to, and allow
incoming traffic on the ports your NVR is using (your router may require a reboot after
port forwarding is set). Refer to the "Network Configuration Scenarios" section in the
user manual for detailed information. If you don't know how to enable port forwarding
on the router, consult your router manufacturer for instructions.

Video recording does
not work properly.

The hard disk drive is not installed properly.
Ensure that the hard disk is properly installed in the disk holder.

The hard disk drive may be damaged.

Check if the HDD indicator comes on in red, which is an indication of possibly faulty disk.
Also, try installing a new hard disk drive to see if recording works on a different hard disk.
Should the problem persist, contact your local dealer or Compro for technical support.

Problem using DDNS
service.

The DDNS service is not enabled yet or the user information is incorrect.

Go to the main setup page. On the left menu, select [System Setup] > [DDNS], and check
if your have the right user information and domain name. Also check with your service
provider to see if your service account is active.

Incoming traffic to the NVR is not allowed.
Please refer to the "Remote Viewing via Internet Explorer" section in the troubleshooting
chapter of this manual and look for instruction on enabling port forwarding.

8-6 | Symptoms, Causes and Solutions




Chapter 8: Troubleshooting

Symptom Possible Cause/Solution

Network bandwidth is insufficient.

Without sufficient bandwidth, video quality will deteriorate and image errors like
pixelation or frame-drop may occur. When you view your NVR and the cameras
connected to it remotely over the Internet, the cameras need sufficient upload
bandwidth to transmit video stream to the NVR and the NVR itself also needs sufficient
upload bandwidth to transmit video stream to your viewing PC. And your remote
viewing PC needs sufficient download bandwidth to download video stream. To gain
satisfactory video quality, ensure there is sufficient upload bandwidth available to your
NVR and the network cameras connected to your NVR by:

1. Contact your Internet Service Provider (ISP) to confirm the upload/download speed
limit of your service. If the bit rate of the video stream is set at 512Kbps or higher
but your Internet service only provides a max. of 512Kbps for upload bandwidth,

Part of image becomes then try to lower the bit rate setting in [Setup] > [Surveillance Setup] > [Camera
pixelated / Square Setup].

color blocks are seen ) ) ) ) )
Consider the following action to ensure sufficient download bandwidth at your remote

viewing location:

1. Contact your Internet Service Provider (ISP) to confirm the upload/download speed
limit of your service. If the bit rate of the video stream is set at 3Mbps or higher but
your Internet service only provides a max. of 2Mbps download bandwidth, then try
to lower the bit rate setting in [Setup] > [Video].

2. Upgrade to Gigabit network switch. Regular 10/100 Mbps network switch cannot
handle multiple megapixel channels, thus you may consider upgrading to Gigabit
network switch for your network infrastructure.

3. While you are viewing the network cameras remotely, shutting down any other
applications that are also consuming network bandwidth in the background.

Camera's video settings need to be fine-tuned.

You may log onto your Compro IP camera's setup page and adjust the maximum
exposure setting under low light behavior section in the camera settings page and
use a different video preference in the video settings page. Maximum exposure and
video preference both affect the interval between i-Frames in the video stream which
is something the NVR uses to determine the quality of camera connection. In essence,
when connection keeps getting dropped, you may try setting the video preference to
Camera connection is | increased motion smoothness, and set the maximum exposure in the low light behavior
dropped from time to | section as 10 FPS. Refer to the video settings section and camera settings section in the
time user manual of your Compro IP camera.

CPU usage is too high.

Viewing multiple megapixel channels on the LiveView screen simultaneously may
require significant CPU resources. In some cases, the camera connection could be
dropped when the CPU usage on your viewing computer gets too high. When this
happens, try switching to single-channel view on the LiveView screen. You can monitor
the CPU usage by right clicking on your Windows taskbar and choose “task manager”,
and then click the Performance tab.
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Contacting Compro Technical Support

Before you submit an email for support, please check the troubleshooting section in the user manual. You may fill out the
form (http:/ / comprousa.com/en/form.htm) or directly email to support@comprousa.com.

Compro Technology, Inc.
www.comprosecurity.com

Tel. +886 2 2918 0169, Fax +886 2 2915 2389
3F, No.12, Alley 6, Lane 45, Pao Shin Road,
Hsintien District, New Taipei City 231, Taiwan
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Chapter 9: Technical Specifications
RS-2104 Technical Specifications

SYSTEM Operating System Embedded Linux, safe from crashes and virus attacks
LAN Port Gigabit RJ-45 Ethernet port x 1
CONNECTORS
USB USB2.0x 1
All IP cameras in Compro IP series and NC series; Compro video
Camera
server; ONVIF-conformant IP cameras
SUPPORTED Supported 160 x 320, 320 x 640, 640 x 480, 1280 x 1024 (depending on the
CAMERAS Resolution camera)
C
am(jzra.a . Individually adjustable video settings for each camera
Administration
Number of Channels | Up to 4 megapixel channels
Compression Format | M-JPEG, MPEG4, H.264 (depending on the camera)
Bitrate/Framerate Up to 3 Mbps / 60 FPS per camera (depending on the camera)
Continuous recording, scheduled recording (daily, weekly, specific
reingtiade |29 TN IO o, mper e s
VIDEO RECORDING a9 9 99 9
recording
Pre-/ Post-Event Yes, pre-recording: up to 5 sec
Recording post-recording: up to 300 sec
Disk Usage
M ity, ified size limit, t
Limitation ax capacity, specified size limit, percentage
File Management Loop overwrite; keep data by day; never erase
Compression PCM G.711
AUDIO
2-Way Audio Yes
Search Mode By date/time/channel/event
PLAYBACK Playback Control Play, pau?e, next frame,.prewous frame, beginning, end, playback
speed adjustment, multiple playback speed
Advanced Features | Snapshot, 10x digital zoom, file download
Local Storage 3.5"SATAI/IIHDD x 1
HDD Capacity Upto3.0TB
STORAGE
Remote Storage Share folders on Windows OS, NAS, FTP server
Mode
Services FTP, SMB/CIFS
Event Type Motion, audio, 10
EVENT HANDLING
Event Handling Recording, instant e-mail, SMS alert
Direction Control Home, direction x 8
Zoom Depending on camera support
PTZ CONTROL ePTZ 1~10x digital zoom, center mode
Advanced PTZ Preset position, patrol group, speed control, focus control
Feature p Y group, sp ’
DDNS (iDDNS) / PPPoE / DHCP / HTTP / NTP / DNS / FTP / SMTP /
NETWORK Protocols ARP /ICMP /IPV4 /TCP/IP / UDP / UPnP
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Event Logs Detailed record of all events
User Management Yes
SECURITY Authentication ID, password
Account -
Administration Configurable user privileges
Group Management | Multi-level and multi-feature individually configurable
BACKUP USB Backup Yes
Languages English, Traditional Chinese, Polish, Japanese, Hungarian
Viewing System OS: Windows XP/ Vista/ 7
Requirements Browser: Internet Explorer 8.0 or later
GENERAL
Certification CE, FCC
Ope?ratlng 10 ~ 40 °C
Environment
Dimensions 52 mm (L) x 200.6 mm (W) x 131.8 mm (H)
PHYSICAL
Gross Weight 1.114 kg
Power Supply AC100~240V 50/60Hz in, DC 12V output
POWER
Power Consumption | Max. 2.4W (without HDD)

* Specifications are subject to change without prior notice.
* Compro Technology does not guarantee full functionality or compatibility across ONVIF cameras; individual
experience may vary based on the camera model and firmware used.
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Examples of Port Forwarding Setup on Routers

The following are some examples of router configurations with regard to port forwarding / port mapping /
virtual server on some popular router products. You can also log on to portforward.com for more port for-
warding setup examples on other router products.

Abocom WAA813rn Port Forwarding Setup

1 Thass BuSr. s o SHCRAMY £ 68 Witk 15 10at 85 et 50 Narvae I & Wl wareer 54l parvar o8
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ASUS RT-N12 Virtual Server Setup

SSI0: ComproTach_a

o Firmware Versiom: 1507
| Operation Mode: Qo
Intornat Connection

QoS | Port Trigger

[T

To maks serices, lie WWW, FTF, prowided by 3 S6mer in your
alocal IP address bo e senver. Then, add me IP address

o the senice In e

Toowing lisL Based on Fe lisL e galewy wil lonwasd

C V92 168.0.100

e

Ho data in table.

BOTH

EBSITE FILTER

IND FILTER

| SSID: CompraTech_4
Firmware Vorsion: 1007
Operation Mode: Bauter

Language
English

ke WV, FTP, previded by
21031 1P J00ress 10 the Server. Then, 304 the IF 3301

the g: vy
a¥es Mo
Please sehect =

Flaase selact

192 182.0.100

192 162.0.100

The Virtual Server option allows you to define 3 single public port on your router for redirection
to an internal LAN IP Address and Private LAN port if required. This feature is useful for hosting
onling services such as FTP or Web Servers.
| savesettings | [ Don't Save Settings I
24 — VIRTUAL SERVERS LIST
Port Traffic
Type
Name Public Port  Protocol  Schedule
http {5} Application Name v 80 Both w  Aways ¥
TP Address Private Port Inbound Fiter
192.168.0.100 [2<] computer Name = 80 Allow Al ¥
Name Public Port _ Schedule
rtsp [<<] Application Name 554 Aways  w
1P Address Private Port Inbr iiter
192.168.0.100] [2<] computer name  w 554 Allow Al ¥
Narme Public Port _ Schedule
- [2<] Appiication Name w0 Aways v
P Address Private Port Inbound Fitter
0.0.0.0 [2<] computerName = 0 Alow Al v
Name Public Port  Protocol  Schedule
[<<] Application Name = 0 TP v Aweys v
5 address Private Port Inbound Fiter
0.0.0.0 [2<] computer Name = 0 Alow Al ¥
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TP-LINK wr1043n Virtual Server Setup
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